
COOKIE POLICY.

INFORMATION ABOUT OUR USE OF COOKIES

Our website uses cookies to distinguish you from other users of our website. This helps us to
provide you with a good experience when you browse our website and also allows us to
improve our site.

A cookie is a small file of letters and numbers that we store on your browser or the hard drive
of your computer if you agree. Cookies contain information that is transferred to your
computer's hard drive.

We use the following cookies: 

· Strictly necessary cookies. These are cookies that are required for the operation of our

website. They include, for example, cookies that enable you to log into secure areas of
our website.

· Functionality cookies. These are used to recognise you when you return to our website.

This enables us to personalise our content for you, greet you by name and remember your
preferences (for example, your choice of language or region). 

You can find more information about the individual cookies we use and the purposes for
which we use them in the table below: 

Cookie Name Purpose More information

CodeIgniter Session 

Login Settings

CI_SESSION

COOKIE_NOTIFY

T h i s c o o k i e i t s
essential part of the
Codeigniter
Framework.  Its used
to identify users
session.  The content
of this cookie its a
unique hash that
i d e n t i f i e s y o u r
session data.

This cookie is used
to save the user
preferences on login.

The data saved to
this cookie is either
“ T R U E ” o r
“FALSE” value 

https://www.codeign
iter.com/user_guide/l
ibraries/sessions.htm
l
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CSRF Settings
 
CSRF_COOKIE_N
AME

This cookie is used
by our cross site
r e q u e s t f o r g e r y
detection system, it
stores a hash used to
prevent this kind of
hack.

https://www.codeign
iter.com/user_guide/l
ibraries/security.html
#cross-site-request-
forgery-csrf

[Please note that third parties (including, for example, advertising networks and providers of
external services like web traffic analysis services) may also use cookies, over which we have
no control. These cookies are likely to be analytical/performance cookies or targeting
cookies] 

You block cookies by activating the setting on your browser that allows you to refuse the
setting of all or some cookies. However, if you use your browser settings to block all cookies
(including essential cookies) you may not be able to access all or parts of our site. 

Except for essential cookies, all cookies will expire after 1 Year.
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